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Abstract

How to provide quality of service(QoS),hasbeena majorissuefor the Internetfor the
pastdecadeThoughmary proposalave beenputforwardin the area<of differentiated
and guaranteedervicesnonehave metthe needsof usersandoperators Efforts have
beenstymiedby the compleity of the Internet,its myriad systemsof interconnection,
andby thetechnologicaheterogeneityf thesesystemsThey have alsorun up against
poorgeneraknowledgeof traffic characteristicshatarelargely unknown. In particular
recentmonitoring projectsshaved that Internettraffic exhibited hugevariations,lead-
ing to non-stationanytraffic, and thus making difficult to guarantee stableQoS. This
paperthenproposes nev measuremertiasedarchitecturd MBA) andits relatedmech-
anisms(asthe measuremenrgignalingprotocol (MSP) for instance aiming at signaling
to networkcomponentsietworkinformationin real time) suitedfor copingwith actual
non-stationaryraffic, andwith theactualsplit topologyof the Internetfor which eachdo-
main providesa particularQoS. Theideaof our measuremeritasedetworking(MBN)
approachreliesonarealtime analysisof traffic characteristicandQoSevolution,andon
thedesignof mechanismsableto adaptheir reactionsaccordingly The benefitsof MBN
areillustratedon a casestudy: a nev measuremenasedcongestioncontrol (MBCC)
whichaimsatsmoothingraffic (makingit morestableandstationary)andoptimizingthe
useof networkresourcesSomepreliminaryresults pbasedn NS-2simulationsshow the
perfectsuitability of this new mechanisnfor improving traffic characteristiceandmulti-
domainQoSin theInternet,giventhe compleity andvariability of actualtraffic.
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1. Intr oduction

Thenternetis becomingthe universalcommunicatiometworkfor all varietiesof infor-
mation, from the simpletransferof binary computerdatato the transmissiorof voice,
videoor interactiveinformationin realtime. Thesenew applicationgequirenew network
servicesWhathasbeena networkoffering a singlebesteffort servicenow hasto evolve



into a multi-servicenetwork. The resultingquestionof how to provide QoS,hasbeena
majorissuefor the Internetfor the pastdecade Thoughmary proposalshave beenput
forward,suchasIntSery DiffSery andothersuntil now nonehasbeenwidely deployed.

The solutionsthat the Internetcommunityhasofferedin the areasof differentiated
andguaranteederviceshave not metthe needsof usersandoperatorqInternetService
Providers(ISP),carriers etc.).Efforts have beenstymiedby the compleity of the Inter-
net,its myriadsystem®f interconnectionandby thetechnologicaheterogeneitpf these
systemsThey have alsorun up againstpoor generaknowledgeof traffic characteristics
thatarelargely unknovn, andthatmight deviate significantlyfrom standardsuppositions.
Thus,recentadwvancesn Internettraffic monitoringseento provide importantmissingin-
formation.In particularthesestudiesshavedthatinternettraffic is notsmooth exhibiting
largeoscillationsatall time scalesTraffic variability is responsiblef instability issueof
thelnternetQoS,aswell asa seriousdecreasef Internetperformance§l?]. In particu-
lar, it hasbeenshowvn thatthe new Peerto-Peer(P2P)applicationsusedmostof thetime
to exchangelarge files asmusicor movies, are changingthe characteristic®f Internet
traffic [9]. New Internettraffic is now characterizedy long rangeoscillationscreating
long rangedependencé_RD) in thetraffic. LRD andoscillationsare very damageable
for the networkQoSasthey canprovoke congestionandprovide very unstableservices
to users.

This paperthenproposego usemonitoringtechniquesindto takeadwantagejn real
time, of monitoringresultsfor proposinganew MeasuremernBasedArchitecture(MBA)
andits relatedmechanismgfor instanceMSP— MeasuremertignalingProtocol-for ex-
changing signalingmeasuremerdata)suitedto adapto frequentchangesn thetraffic.
Thus,section2 startsby analyzingwhatarethecharacteristicef the Internetthatmakes
QoSsodifficult to enforce.Section3 presentour measurementasedapproachcalled
MBN for MeasuremenBased\Networking)andtherelatedVIBA principles(section3.1).
One of the key componenbf this architecturds MSP (Measuremen§ignalingProto-
col) thataimsat signalingto all concernedetworkcomponentshetraffic measurements
andcharacteristicén realtime (section3.2). Examplesof MBN orientedapplicationsare
really wide, but we choseto illustrateit by the designof a new measurementasedcon-
gestioncontrolmechanisnior theInternet,calledMBCC. Thus,sectiord presentsraffic
parameterthathave to be measure@ndthatwill impactMBCC mechanismavioreover,
the differentproposedmechanism®f MBCC and MSP have beenevaluatedthanksto
NS-2simulations Simulationresultsarepresentedh sectionb. In particularit is demon-
stratedthatMBCC is ablefirst to betteroptimizeavailable bandwidthcomparedo TCR
thanksto its very accurateknowledgeof traffic characteristicsand secondto improve
global traffic regularity evenif somepartof this traffic is not transmittedusingMBCC.
Finally, section6 concludeshis paperandpresentsomeplannedevolutionsfor theMBN
approach.

2. QoSissuedn the Inter net

Guaranteein@oSmeangroviding therequestedQoSunderall circumstancesncluding
the mostdifficult ones.Among the mostdifficult circumstancednternetQoSis highly



sensitve to a wide variety of disruptions often designatecsunexpectedtraffic, be they
inducedby failures,by the Byzantinebehaiors of somenetworkelementspr moresim-
ply by the significant,thoughnot abnormaljncreasen traffic levelsrelatedfor instance
to thelive diffusionof somepopularevent.

Traffic disruptionamoregenerallyincludeall eventsthatprovokealargechangen net-
work traffic characteristicsandthatcanbadlyimpactthe QoSprovided by the network.
In this context, it is importantto beableto developmethodsandmethodologie$or global
monitoringof thenetwork.Thesemethodsareessentiafor detectingandreactingto “dis-
ruptions”. Theseareconclusionghathave emegedfrom the FrenchMetropolis® project,
andfrom mary otherrecentresearctprojectsacrossthe globe,thathave shavn thatIn-
ternettraffic is very far from beingregular, andpresentdargevariationsin its throughput
at all scaleg11]. Theseprojectshave shovn that Internettraffic exhibits characteristics
suchasself-similarity[13], (multi-)fractality [5], andlong-rangedependenc@d], which
is to sayin all casegshattraffic canvary significantly Thesegphenomenaredueto several
causesandin particularto congestiorncontrol mechanismsgspeciallythe onesof TCP
thatis the dominantprotocolin the Internet[11]. Thus,the notion of burstinessn TCP
sourcesplus the LRD explain oscillationsin the global traffic. Moreover, the increase
of capacitiedn the Internetallows usersto transmitlarger andlargerfiles (i.e. elephant
flows) as music or movies for instancejt is clearthatthe scaleof LRD is increasing,
explainingwhy oscillationsof Internettraffic, evenwith a coarseobsenationgranularity
aresohigh [14]. Of course pscillationsarevery damagingor the globaluseof network
resourcessthe capacityfreedby a flow afteralossfor examplecannotbe immediately
usedby otherflows: the higherthe oscillationsamplitude the lower the global network
performancg12]. Suchhigh amplitudevariationsarenotablydueto the increaseof the
numberof elephantsn the network,andit is clearthatthey introduceoscillationswith
higheramplitudesthan mice (shortflows) [2]. Indeed,elephantspecausef their long
life in the network,have time to reachlarge valuesof the congestiorcontrolwindow, and
thus, ary loss event can provoke a hugereduction,followed by a hugeincreaseof the
sendingate.

Of coursesuchsignificantvariationshave a badimpacton the stationaryproperties
of the traffic, what forbids the enforcementf efficient mechanismdor guaranteeing
stableQoSduringtime for all users Thefactthattraffic is not stationaryis awell known
feature,for instanceon a daily basis,wheretraffic averageis differentduring night and
day atlunchtime comparedo work hours,etc. However, it now appearghatthe huge
variationsof traffic dueto usersbehaiors (exchangeof large movies at high speedfor
instance)inducea finer grain hugevariability in the traffic, we previously calledin this
paper”disruptions” or "unexpectedtraffic’ that leadto non stationarybehaiors. Our
MBN proposalthat is presentedn section3 dealswith providing a new solution for
networkingableto takeinto accountnon-stationaryraffic andhugevariationson alink,
aswell asthelarge differenceghat appearon the traffic characteristicérom onelink to
the otherin the network.

Anotherissuewith thecurrentinternetrelatedto the enforcemenodf mechanismgro-

*More informationis availableat http://wwwlip6.fr/metrologie/.



viding end-to-endQoSis dueto its topologyandadministratve structurelt is illustrated
on Figurel. TheInternetis generallydefinedasaninterconnectiorof networks.Thatis
of coursetrue, but suchdefinition doesnot includeeverything.In fact, the Internetcan
be moreandmoreconsideredisa globalworldwidenetworkbut splitin severaldomains
(alsocalled AS for AutonomousSystems)administratvely independenaind indepen-
dently designedand managedEachnetwork of eachAS thendoesprovide userswith
differentservicesandQoSlevels.In sucha context, ensuringend-to-endoSis apainas
thefinal QoSgot by userswill bethe oneof theworstnetworkon the pathfrom source
to destinationIn suchframewvork, enforcingend-to-endQoSwould requireto set-upa
global infrastructureand managemenprocedureto avoid disparitiesbetweenAS. But
suchhypothesiss unrealisticascarriersandISParecompetingtrying to be moreattrac-
tive for customerghanothercompetitorsThus,finding a global agreemenbetweenrall
carriersandISP defininghow to handlelnternettraffic is impossible End-to-endQoSis
thena multi-domainissue.

3. MeasurementBasedNetworking Principles

3.1 MeasurementBasedAr chitecture design

Given suchtopologicalstructureof the Internet,in additionof all the issuesrelatedto
currenttraffic asun-stability non-stationarnature hugeoscillatingnature,correlation,
dependenceand a hugeversatility of traffic typesduringtime, it is easyto understand
thatit is impossibleto find a staticsolutionoptimal for all connectionsn the Internet.
This statementeadsus proposingViBN in orderto reactin realtime andlocally to some
eventsin the network.

Thefirst requirementf MBN is thento be aware of the networkandtraffic changes.
It is thennecessaryo measurdraffic andQoSparametertocally, aswell asonlongdis-
tanceswvhenthe connectiorcrosseseveraldomains Figurel depictshow measurement
toolscanbedeployedn theInternetfor this purposeThisfigure morespecificallydepicts
the caseof a MBCC connectiorfrom a sourceto a destinatiorcrossingtwo InternetAS,
andall the coreandedgeroutersrunningMSR  i.e. having measurementapabilitiesand
signalingto concernechetworkcomponentshesemeasurementesults.Note that even
if it is impossibleto saythatall links andall routersof the Internetwill be monitored
oneday we arguethattakinginto accountheresultsof the measuremergndmonitoring
tools effectively deployedin the Internetwill be of greatinterestfor improving Internet
networking.MBN is designedhatway: even if on somepoints measuremerinforma-
tion is not presentthe networkcontinueto work with goodperformancesandQoS.But
performanceandQoScanbe muchimproved,andevenbecomeoptimal,if measurement
informationis available.

Thus, given the administratve topology of the Internet,we proposeto usedifferent
measuremertechniquesThen,intra-domainmeasurementsslossratio, usedandavail-
able bandwidth,numberof flows, etc. canbe madeusing passie equipmentgas Net-
flow, SNMP basedtools, DAG cards,etc.). This is possibleand certainly very easyas
the domainis administratecand managedy a single entity, and suchmeasurementr
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Figure 1. Networkentitiesneededn the networkto deploy MBN: caseof the MBCC
congestiorcontrol

at leastmanagementools might be alreadypresent.in addition, passie measurement
tools provide informationon the traffic with a carrierpointof view*. In fact, only delays
measurementill bedonein anactive way, for easinesseasons.

Ontheotherside,for inte-domainmeasurements is impossibleto usepassie tech-
niguesasthe otherdomainsarenot managedhe sameway, andtheir administratorsnay
notusemeasuremernéechniguesor notnecessarilyhesametechniquesln addition,even
if they areperformingmeasurementsn theirdomain,in anopenmarketwherelSP have
to competewith eachother they may not be willing exchangingsuchmeasuremerin-
formation.So,in thatcase|t is requiredto addresa measuremertechniquewith a user
pointof view. Thereforejf youwantto getinformationon otherdomain thebestsolution
consistdn measuringvhatyou needwith active techniquesi.e. sendingpacketthrough
theotherdomainsandmeasuravhathappengo theseprobepackets.

Then, all thesemeasurementgerformedin real time and signaledto all concerned
network componentdtraffic sourcesfor instance)can give an accurateknowledge of
networkandtraffic state andallow themto perfectlyadaptheirsendingate(for instance)
to availableresourcesNote thatoneimportantaspectof MBN dealswith the designof
a protocolfor signalingmeasuremeribformation.Suchprotocolhasnecessarilyo work
in intra-domainjut canalsobe extendedfor inter-domainsignaling.

3.2 MeasurementSignaling Protocol principles

The measuremergignalingprotocolis thena key componenbf the MBA architecture.
The challengedor MSP arefirst to be efficient, i.e. to provide traffic informationvery
rapidly, in orderto makenetworkcomponentseactaccordingo very recentinformation
on networkstate . But MSP mustalsobe scalableThis meanghat MSP mustgeneratea
limited amountof traffic, not to impactthe way the networkis working. For scalability
purpose MSP componentsalso have to storea limited amountof data:their link and

*It is generallysaidthatpassve measuremerdrecarriersorientedmeasurements.



connectiortablehasto beassmallaspossible with alimited numberof entries,in order

to reducethetime requiredfor searchingary informationin it.

Figurel depictstheway MSPis workingillustratingMSPworkingontheMBCC case
study-thispartjustgivesthemaingeneraprinciplesof MSPto reachits objectives) First
of all, MSPis closelyrelatedto connectionsi.e. the signalingpathhasto bethe sameas
the oneof the considereatonnectionWe arethenusingthe principle of RSVP[3] with a
first packetthatfindsa pathfrom the sourceto the destinationandthen,areversepacket
thatgoesbackto the source Thedifferencesrethatthe backpackethatis areseration
packetin RSVPis in MSP a signaling packet,transportingmeasuremeninformation.
As well, the signalingpacketsare sendary timesit is required,whereasn RSVP they
arejust sentonceat the connectioropening.In fact, MSP only usesthe RSVP principle
of beingableto find a pathandto go backalongthis path.It allows MSP to perfectly
identify which arethe concernedetworkcomponentgrouters)on the path,andto limit
thenumberof sourcesanddestinationgor the measuremennessages.

For addressinghe scalabilityissue(thatis oneof thereasonsvhy IntServthatuses
RSVPis notusedin the Internet),we chose:

e To consideronly elephantflows. In fact, mice do not createtroublesin the traffic, and most
of issuesthat appearin the traffic are relatedto the sendingof elephantsThen MSP routers
just keepinformationon elephantgpassinghroughthem.This is a way to limit the amountof
entriesin theconnectiortable,aselephantgust represena very smallproportionof theamount
of flows;

e To sendmeasuremerinformationonly whensomedisruptionsarisein the traffic, in orderto
generatéraffic only whenthenetworkconditionsarechanging. It thenshouldlimit theamount
of signalingtraffic, andprovide to senderr routersimportantinformationvery rapidly (recall
thatmeasuremerdreachiezedin all routersall alongthe pathfrom sourceto destinationand
potentiallyvery closefrom the source).

We thenexpectto solve the scalabilityproblemthathasbeenpreviously encountered
in the Internetwhile addressinghe QoSmanagemerdndenforcementssuesMSP per
formancewill beaccuratelyevaluatedn section5.2.

4. MeasurementBasedCongestionControl principles

Giventhe oscillatoryandnon-stationaryraffic that causeso mary issuesor providing
stableguaranteeoS this papeiillustrateshe MBN concepiwith theMBCC congestion
control. MBCC goalsdealwith improving traffic characteristicandnetworkperformance
by smoothingtraffic (to limit oscillatoryandnon-stationaryraffic effects),andoptimiz-
ing the useof available bandwidth thanksto the MBA measuremerninfrastructureand
MSR As well, MBCC alsoaimsat providing morefairnesshetweercompetinglows and
continuingworking with goodperformancesvenif measurementsremissing.

In previouswork [9] on traffic characteristicanalysisthe oscillatingnatureof inter-
nettraffic hasbeenanalyzedIn particular it hasbeenshavn thatvery high oscillations
onlong rangesaredueto TCPthatis notsuitedfor transmittinglargefiles on high speed

*Of course aperiodicsendingof measuremenhformationis alsoincludedin MSPfor copingwith very slow
variationsontraffic characteristicéi.e. traffic withoutdisruption),but thanksto the concepf reactingonly on
traffic disruption theperiodcanbeverylarge,thusinducinga quitelimited signalingtraffic.



networks.Suchoscillationsarea characteristiof actualcurrenttraffic thatcontainamore
andmorelong flows (elephants)[9] alsoshaved that suchkinds of oscillationsarere-
sponsibleof LRD in thetraffic, LRD beingableto characterizeéhe dependencén the
traffic on both shortandlong terms.

Thereforethe mainobjective is to bring morestability to elephanflows. To increase
elephanftlows regularity (i.e. to suppres®bsenableoscillatingbehaiors at all scales),
the new TCP Friendly RateControl (TFRC) congestiorcontrolmechanisnmseemso be
ableto provide a greatcontribution. TFRC hasbeendesignedo provide a servicesuited
for streamorientedapplicationgequiringsmooththroughputsTFRC,then,triesasmuch
aspossibleto avoid brutal throughputvariationsthat occurwith TCP becauseof loss
recovery. By associatingsucha congestioncontrol mechanisnto elephantsj.e. to the
main partof thetraffic, we have beenexpectingto be ableto controltraffic oscillations,
andthento increaseglobal QoSand performancenf the network. The benefitsof using
TFRCinsteadof TCP have beendemonstrateih [6].

However, if TFRC is ableto copewith TCP oscillations,it is not ableto perfectly
adaptto more brutal disruptionsin the traffic dueto failureson somelinks inducinga
re-balancingf the relatedtraffic, or to legitimate flashcrowd. The measurementased
approachis proposedas a solutionto copewith suchdisruptions.As well, we expect
MBCC to beanoptimalsolution,TFRCperforming,in averagealittle bit lessefficiently
than TCP SACK (Selectve ACKnowledgement)6]. However, in orderto take adwan-
tageof all the TFRC benefits MBCC hasbeendesignedas an extensionof TFRC to
which somecapabilitiesfor usingmeasurementesultscomingfrom monitoringequip-
mentsin the networkhave beenadded Making this choicealsohelpsto fulfill oneof the
requirementshatis to continueproviding goodresults(betterthanthe onesof thecurrent
Internet)evenif monitoringinformationaremissing,asit hasbeendemonstrateih [6].

Themainprincipleof MBCC thenconsistsn usingthe TFRCalgorithmfor computing
the nominal sendingrate of eachconnectionandto correctit thanksto the knowledge
of the available and consumedbandwidthin the network. Then, if somebandwidthis
available, sourcesshouldgeneratemoretraffic than the throughputcorrespondingo a
TCPflow withoutcreatingary lossor congestiorin thenetwork.The networkcongestion
level shouldbesignificantlydecreasetly having “proactive” sourcesbleto adaptin real
time their sendingrate accordingto available resourcesAs well, suchmechanisnwill
help to improve fairnessbetweenflows, asthe correctionon the sendingratewill not
dependon the RTT value,but on the real bandwidthavailable,equally sharedbetween
competinglows.

As in [6], it is sufficientto useMBCC for elephants-or a normalperiod(whenmon-
itoring informationis correctly receved and whenthereis no congestionj.e. thereis
someavailablebandwidth) eachelephanflow cangetanadditionalfractionof available
resourcesThis fractionis computedoy dividing the total availablebandwidthby the av-
eragenumberof elephanflows in the networkat this time. It makessenseo divide the
availablebandwidthby theaveragenumberof active flows (V) crossinghislink, asit has
beendemonstratethatelephanflow arrivalsnearlyfollow a Poissorprocesg2]. Indeed,
in a Poissomprocessasmeanequalsvariance the averagenumberis significantbecause
theprocessvalueswill never befar from this average.



At last, for a congestegberiod, MBCC sendershave to reducetheir sendingratefor
resolvingcongestionandthis trying to be asfair aspossible Thus,MBCC sourcesend
the minimum valuebetweenthe possibleTFRC throughputandthe effective throughput
gotby theflow atthistimein thebottleneckof the network(this informationbeinggiven
by monitoringtoolsmetall alongthe path).

So,theequation®f this algorithmcanbe summedup asfollows:

e For aperiodwithout congestior(p = 0):

Xusece = Xtrre +aBWiiow;

e Foracongestegeriod(p # 0):

Xumpee = min(Xrrre; cBWiiow);

Where:

o aBWji.. is the Available BandWdth perflow in the bottlenecKink(s) of the path.It is com-
putedwith theratio ‘2@ a@lablebandwidth 1hjs informationis provided by MSP routersmeton the
path;

o cBWjiow isthe ConsumedandWdth perflow in the bottlenecKink(s) onthe path,thisinfor-
mationis providedby MBCC recever with otherend-to-endnformationsuchasRTT andloss
ratio for instance;

5. Experimental validation of MBN approachapplied to congestion
control

In this sectionwe presentexperimentresultswhich validate MSP and MBCC mecha-
nisms.In particulay section5.2 quantifiesoptimal parametewraluesfor MSPandMBCC

in orderto find the goodtradeoff betweerow loadfor signalinginformation,goodre-

sponsdime andaccuratereactionfor MSP and MBCC agents Basedon theseotpimal

valuessection5.3studiesin detailsMBCC adwantagegby consideringspecificstatistical
parametersletailedin section5.1) for network stability andresourceaitilization com-

paredto traditionalcongestiorcontrolmechanismsuchasthe TCP’s ones.

5.1 Simulation principles

Thesenew congestiorcontrol(MBCC) andsignaling(MSP) mechanisméare beenim-

plementedindevaluatedusingNS-2.1t hasthenbeenneededo developa setof toolsfor

monitoringavailableandconsumedandwidthin the simulatedhetworkandto exchange
themeasurementsultsbetweerroutersandtraffic sources.

Simulation topology

Thetopologyusedis describedn figure 2. In thesesimulationswe have createdseveral

bottlenecKinks to simulatea multi-domaintopology Elephantlows, usingeitherMBCC

or TCP SACK, andcrosstraffic usingTCP New Renoaretransmittedn orderto make
themcompeten bottlenecksThegoalis thento studytheimpactof smoothMBCC flows

on Internettraffic.

Thesecorelinks (the onesof AS 1 andAS 3) representhe most“congested’links
on the consideregath,i.e. the onesthatwill mainly influencethe MBCC sendingrate.
This differenceshouldinduceimportantcongestiorperiodswhereadaptabilityskills of
MBCC canbeanalyzedandits performancdevel comparedvith otherscongestiorcon-
trol mechanismespeciallythe onesof TCP SACK [7]. Every simulationis basedn real



traffic tracescollectedon the Renatet network.Thesetracesarereplayedn NS-2with a
speciaimethodologydetailedn [10] whosegoalis to makesimulationrealistic,i.e. replay
in simulationgraffic samplesuchasreproducingall characteristicsf realtraffic.

In simulation,shortandlong flows aredifferentiatedMice do notinduceary transfer
problemin the network. Thenthey will be transmittedusing TCP and more precisely
TCP New Renothatis the mostfrequentversionof TCPin the Internet.At theopposite,
elephantlows createin the networklong rangeoscillationswhich inducecongestions.
Thus, simulationscomparethe casein which elephantsare transmittedusing our new
MBCC congestiorcontrol mechanismandthe onein which they are transmittedusing
TCP SACK*.

TCP New Reno Senders TCP New Reno Senders
NS-2 replay module NS-2 replay module ~ =ssees cross traffic

E
g
@
TCP SACK & TCP SACK &
MBCC Senders Passive Probe 1 Passive Probe 2 Passive Probe 3 MBCC Receivers
Bottleneck n°1 MSP Bottleneck n°2

MSP MSP

TCP New Reno TCP New Reno
Receivers Receivers

Figure 2: Networktopologyusedin NS-2simulations

Analysis parameters
For evaluatingMBCC, several parameterbave beenevaluatedn simulations:

¢ signalingtraffic impactby computingthe percentagdetweenaveragethroughputneededor
signalingtraffic andglobalaveragethroughpuon the network;

¢ throughputevolution by traffic type (TCP or MBCC) to studythetraffic variability: computing
of averagethroughput(A), standardleviation (o) andstability coeficient(SC= ?);

¢ lossprocessvolutionin orderto evaluateMBCC adaptatiorcapabilitiescomparedo TCP;

o traffic oscillationrangeby computingthe Hurstfactor*.

*Renatelis the FrenchNationalNetworkfor EducatiorandResearch.

*TCPSACK servesasthe TCPreferenceasit is thebestperformingversionof TCP Thus,we did not consider
othersTCP’s versionssuchas TCP Vegaggiventhat[8] alreadydemonstrated CP Vegaswaslessperforming
thanTFRC.

*Hurstfactor, notedH, is a quantificationof traffic LRD andrepresentsisoa goodevaluationof traffic oscil-
lation ranges.To computeit we usea waveletbasedanalysisof thetraffic detailedin [1]. Note thatthe useof
LRD for quantifyingtraffic oscillationhasalreadybeenvalidatedin [9].



5.2 Evaluation of MSP optimal configuration

Several simulationshave beenachieved, eachsimulationconsistingof two differentsce-
narios:in scenaridl, elephanflows (traffic from nodeA to nodeF) aretransmittedising
MBCC whilein scenarid@, elephantsretransmittedusingTCP SACK. In thesetwo sce-
narios the crosdraffic (trafficsfrom nodesB to C andD to E), whichis anormalinternet
traffic consistingof both mice andelephantsis sentusingTCR, andmorepreciselyTCP
New Reno.

Eachsimulationlasts300seconds100 elephantand2000mice have beenreplayed.
Oneof the main goalsof theseexperimentswasto studythe impactof MSP signaling
traffic on network congestionand MBCC behaiors. Thus, we try to find out the best
valuesfor the differentMSP parameters:

o Firstparameters relatedto the measuremergystemgranularity In factinstantaneouthrough-
putis computedasthe averageon a shortperiod (). This parametehasa strongimpactasthe
coarsethegranularity thesmoothethetrafiic appearsAs aconsequencghisgranularityhasa
strongimpacton the MSPtraffic generatedSeveral periodsP from 0.2to 5 second$iave been
tested;

e Secondparameteis relatedto the disruptiondetectiorthresholdon monitoredinks, i.e. whatis
the minimumvariationbetweerntwo consecutie measurement®r which we canconsiderthat
the network conditionshave changedandthenneedto be signaledto traffic sourcego adapt
to thesenew conditions?This thresholdis expressedn termsof percentagef the total link
capacity;

o Finally, the Time Out(7'O) valuescorrespondo the periodicbehavior of MSPin casewhereno
disruptionarisesn orderto beableto takeinto accounslow evolutionsof traffic throughputAs
we alreadysaid,it is uselesgo considersmallvaluesfor TO asonly slow evolution trendsare
concernedy this mechanismin ary casejt canbe muchlargerthan P. We thenempirically
selected P, T'O) couplesrespectinghis principles:thecouplesarethen:(P = 0.2s and70 =
2s)or (P = 0.55sandTO = 4s)or (P = 1sandTO = 5s) or (P = 2s andTO = 8s) or
(P =5sandTO = 10s).

We then run several simulations using several tracesto find out the optimal
(Periodoptimal, Threshold,piimar) pair. Resultsare depictedon Figure 3 representing
thetotal cumulative numberof lossesthe overheadraffic dueto MSP (in percentagef
thetotal traffic) andthe stability coeficient.

Optimal parametersinference

First, we aregoingto infer the optimal periodvalue.Oneof the maingoalsof MBCC is
to optimizethe bestnetworkresourcesitilization by generatingaslesslossesas possi-
ble. Thus,it is mandatonyto takeinto accounthis criterionfor the optimal pair (Period,
Threshold) selection.In figure 3(a), only resultswith Period < 1s are acceptable

(whatever the thresholdvalue):lossesprpoc < % Anothermain goal of

MBCC is to transferdatawith a smooththroughputto avoid oscillatingbehaiors which

induceabadnetworkresourceutilization. Thus,in figure3(c),only resultswith Period >

1s areacceptabléwhatever thethresholdvalue):SC(MBCC) > SC(TCPSACK). Con-
sideringresultsaboutsignalingtraffic impact,all resultsare quite good,andthe ratio of

MSP traffic is ratherlow (lessthanl % in theworstcaseif Period = 0.2s). This then

*For Period > 2s losslevelsbetweerMBCC andTCP SACK aretoo close.
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Figure 3: Studiedparametersvolution relatedto MSPworking values

doesnot add ary requirementThus, by crosscheckinghe three precedenparameters
(congestionstability andsignalingtraffic), only resultsgotwith a Period = 1s meetall
thechoices criteria.

In a secondime we aregoingto infer the optimalthresholdvalue.In this case only
experimentdasedn traffic stability canbringinformationto choosea specificthreshold
value.For thetwo othersparametergsignalingandlosses)resultsarereally too closefor
giving ussomeusablenformation.Thus,we takeinto accounthethresholdvhereSCis
maximumthisis thecasefor Threshold = 1%.

To conclude the optimal valuespair is (Periodoptimat = 18, Thresholdoptimar =
1%). They will be usedin the next sectionto quantify MBCC adwantagesomparedo
TCPSACK.



5.3 MBCC contribution to global traffic regularity in a multi-domain
configuration

This secondexperimentaimsat comparingheimpactof MBCC andTCP SACK on net-
work performancetraffic regularity andresourceoptimization.Thus,this sectionshould
highlight MBCC capabilitiesto improve traffic regularity for MBCC flows, and should
alsoshav how MBCC canimprove traffic profile in term of stability for flows which do
not useMBCC hut thatare competingwith othersMBCC flows in Internetbottlenecks.
For that, thetopologyusedis the sameasin the previous experiment(cf. figure 2). Sce-
nariosarethe sameexceptthatthe numberof flows is increasedby a factorof 10) and
simulationslast 1800s in orderto introducelongerelephantiransfersasit is the case
in thereal Internet.This experimentcanalsohelpto evaluatethe scalabilityof the pro-
posedmechanismgiventhatnumberof elephanflows is increasedn animportantway.
Moreover, MSP routersare configuredwith the optimal valuespair definedpreviously
(Period = 1s, Threshold = 1%), andparametergvaluatedn simulationsarethe same
asin theprevioussection.Theresultsaredetailedin thenext paragraptandtablel1.

First, traffic throughputwas computed.Table 1 shavs resultvaluesfor scenariosl
and2. This experimentthen exhibited that MBCC performsbetterthan TCP SACK, as
throughputandresourceusageare higher andthe traffic is alsomuchsmootherMore-
over, it seemghatanotheiinterestinginformationdealswith crosstraffic in bottlenecks
1 and2 whenthereis MBCC elephantraffic in the network (scenariol). We cansee
thatin the casewhereTCP SACK is usedfor transmittingelephantfrom A to F (sce-
nario 2), crosstraffic averagethroughputis lower and exhibits more variability than
whenMBCC is usedin the network (cf. for instanceSC(TCPNew RenGcenari) <
SC(TCPNew Rengscenaria))-

Table1 Traffic variabily analysis

Scenario 1 Scenario 2
MBCC TCP New Reno |TCP New Reno| TCP SACK |TCP New Reno|TCP New Reno
Bottleneck n°1 | Bottleneck n°2 Bottleneck n°1 | Bottleneck n°2
Average Throughput (B /s) 109434.9 1118225 111572.5 109420.2 101651.1 101357.3
Throughput Standard Deviation (o) (B /s) 318404 57127.7 60299.4 44704.3 83943.6 84291.9
Stability Coefficient (SC) 3.437 1.957 1.850 2.448 1.211 1.202
Hurst parameter (H) 0.51 0.74 0.92 0.83

Thisresultis confirmedwith thelossprocessanalysisindeed figure4 depictsamore
importantlosslevel in the networkwhenusing TCP SACK (cf. curvesof scenaria2 on
figures4(a) and4(b)) thanwhenusingMBCC (cf. curvesof scenariol on figures4(a)
and4(b)) andthis for both elephantandglobal crosstraffic. Indeed traffic variability in
scenario? is moreimportant,then congestioroccurredmore easilyin the networkand
thelossnumberis higher

Finally, thelastline of table1 shavsthatMBCC impactsin avery positive waytraffic
LRD. In fact, thanksto MBCC, the LRD is muchreducedin the elephanttraffic (cf.
scenariaol whereH = 0.51) comparedo thereferencel CP SACK traffic whereLRD is
very high (H = 0.92 in scenaria?). Consequentlytherearelessoscillations(cf. related
stability coeficient valuesof table1). Moreover, the analysisof crosstraffic LRD shows
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thatglobaltraffic whenelephantsaretransmittecusingMBCC (cf. H = (0.74 in scenario
1) is lessdependenbn long rangesthan using TCP SACK (cf. H = 0.83 in scenario
2), this featureinducing more stability on traffic profile andthenlesscongestiorin the
network.

6. Conclusionand futur e work

In this paperwe proposedinen approactandthennev mechanismgor improving Inter-
netQoSwith theultimategoalto be ableto enforcea stableQoS.As a consequencehis
papemproposes newv measuremerttasedarchitectureandrelatedsignalingmechanisms
allowing the deploymeniin the networkof a newv congestiorcontrol mechanisncalled
MBCC. Its principleis to adaptto the hugevariationsof traffic whendisruptionsarise.
The mainstrengthof MBCC dealswith usingmonitoringandmeasuremertbols which
startto bewidely deployedandthatshouldbegeneralizedn a shortfuture. The principle
of MBCC consistsn usingin realtimetheinformationontraffic characteristievolutions
that monitoringtools can provide, in orderto perfectly adaptthe reactionto the actual
networkandtraffic conditions.In fact, MBCC changeshe classicalprinciple of conges-
tion control: evenif the connectiorkeepsan end-to-endprinciple,a hop by hop control
of this connectionis added wherehopsaremadebetweerntwo networkequipmentshat
aremonitored Giventhecurrentissueswith Internettraffic, MBCC hasbeendesignedor
beingableto smoothtraffic (whatis a majorrequirementor beingableto provide stable
andguaranteedervices)]imit the numberof lossesoptimizethe useof resourcesand
provide fairness The experimentresultsproved thatMBCC reachests objectves.These
benefitsin termsof traffic regularity or losslevel, will bedirectly felt by usersasa QoS
improvement.



As afinal conclusionijt is clearthattheresultsgot with MBCC demonstratéhe ben-
efits of our measuremenbasednetworkingapproachappliedto congestioncontrol. In
this paperwe have shavn with MBA, MSPandMBCC mechanismshatMBN is aright
approachor addressingheissueof improving multi-domainend-to-end)oS.But we do
believe thatMBN canbe a universalsolutionfor managinghe Internetandits traffic. In
particular MBN hasbeendesignedn orderto be ableto provide a suitedsolutionthat
canadaptto ary kinds of networks,ary traffic natureand conditions,etc. In particular
MBN shouldhave applicationdn mary domainsastraffic managementraffic engineer
ing, securitymanagemerdr QoSoptimization.
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